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12.1 

• 

• 

• 

• 

• 

• 
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12.2 

1. 



2. 

• 

• 

• 

• 

• 

3. 

• 

• 

• 

• 

4. 

5. 

Telephone Call Recordings 

 The school does not record telephone calls. 

   14 Photography 

1.1 The school uses photographs of individuals for the following purposes: 

 

1.1.1 Security and access purposes (ID cards or passes) 

1.1.2 To assist staff with the identification of pupils with MIS systems. 

1.1.3 Class photographs – records for posterity. 

1.1.4 Our own publications – such as newsletters, our website, or the prospectus. 

1.1.5 Providing photographs for other media to use in their publications. 

1.2 Consent will be sought for the use of photographs except where the use of photographs is considered 
essential to the operation of the school or the safety of pupils (sections 17.1.1 and/or 17.1.2) 



Where the use of photographs is not within 17.2, specific consent will be sought from the subject as per 
section 20 below. 
 

Biometrics 

 The school does not use biometric data. 

 

16.Privacy by design and default, and Data Protection Impact Assessments (DPIA) 

 

1.3 Whenever the school is implementing a new system or business practice that involves the processing of 
personal data, the school will observe privacy by design. 

1.4 A DPIA is a risk based approach required by the GDPR to identify and manage high risk processing by 
identifying it and associated risks early. 

1.5 All new projects or systems which involve the processing of personal data require a DPIA screening 
questionnaire (DPIA pre-screen) to be completed by the project manager. 

1.6 The (DPIA pre-screen shall be submitted and the DPO, who will advise on the risks and whether a full 
DPIA is required. 

1.7 For those projects considered to be High Risk, or otherwise requiring a full DPIA, the project manager 
and the Data Protection Advice Team will prepare the full DPIA for submission to the DPO for approval 
before the project is able to proceed. 

1.8 The pre-screen and the full DPIA, and associated guidance about how to complete these is available to 
staff on the school intranet/shared drive.  


